The 160th International Training Course
“The State of Cybercrime: Current Issues and Countermeasures”

1. Duration and Participants
   ○ From 13 May to 18 June 2015
   ○ 22 overseas participants from 16 countries
   ○ 7 domestic participants

2. Programme Overview
   The spread and development of information and communications technologies has led to new and emerging forms of crime, including technically sophisticated and complicated cybercrimes. Offences that were historically committed in person are now committed by using the Internet, and the damage caused by cybercrime continues to expand. Moreover, cybercrimes are easily committed beyond national borders. In order to effectively investigate, prosecute and adjudicate cybercrime cases, it is indispensable to strengthen the capacity of criminal justice personnel and to facilitate broad cooperation with the private sector, which has great knowledge in this field, and also with investigative and prosecutorial agencies in other countries.

   Therefore, the aim of this training course is that participants will gain the basic knowledge and techniques necessary for tackling cybercrime and will share the knowledge, experiences and best practices regarding public-private and international cooperation. Moreover, they will learn to recognize the threats and characteristics of cybercrime, which will ultimately improve the investigation, prosecution and adjudication of cybercrime.

3. Lectures
   The following visiting experts from overseas and ad hoc lecturers from Japan, as well as professors of UNAFEI, will give lectures:
   ○ Visiting Experts
     • Prof. Dr. Marco GERCKE
       Director, Cybercrime Research Institute, Germany
     • Dr. Kim-Kwang Raymond CHOO
       Senior Lecturer, University of South Australia
     • Mr. Fernando FERNANDEZ LAZARO
       Coordinator, Digital Forensics Laboratory, INTERPOL Digital Crime Center
       INTERPOL Global Complex for Innovation (IGCI)
     • Mr. Yuki HONDA
       Digital Crime Officer, Cyber Fusion Center, Digital Crime, Investigative Support Sub
Directorate, INTERPOL Digital Crime Center, INTERPOL Global Complex for Innovation (IGCI)

○ Ad hoc lectures

• Mr. Ryuji TANAKA
  Cybercrime Division, National Police Agency, Japan

• Mr. Kimiya KIMURA
  Cybercrime Division, National Police Agency, Japan

• Mr. Humihito SUZUKI
  Network Security Specialist, NI Staff, Inc.

• Mr. Motohiro NAKANISHI
  Researcher, Information Technology Promotion Agency

• Mr. Kazuhiko SUGIURA
  Senior Vice President, AOS Legal Technologies, Inc.

• Mr. Takaaki YAMAGUCHI
  Public Prosecutor, Supreme Public Prosecutors Office